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Abstract 

Quantum computing uses quantum physics concepts to provide extraordinary processing capacity. However, mistakes caused by 

decoherence and quantum noise pose a significant threat to quantum microprocessor dependability. Quantum error correction (QEC) is 

essential for minimizing faults and maintaining the stability and functioning of quantum systems. This study examines the impact of QEC on 

the reliability of quantum microprocessors. Using a survey-based approach, data were collected from researchers and practitioners in the 

field of quantum computing. The survey captured insights on QEC implementation, its challenges, and its effects on microprocessor 

performance. Descriptive statistics, correlation analyses, and regression models were employed to analyze the data. The results highlight 

significant positive correlations between the implementation of QEC and improvements in microprocessor reliability. The regression 

analysis identifies the perceived benefits of QEC as the strongest predictor of enhanced reliability, despite the notable challenges and 

computational overhead associated with QEC implementation. The findings underscore the necessity for ongoing advancements in QEC 

codes and techniques to overcome these challenges. This study contributes to a deeper understanding of QEC's role in developing practical 

and robust quantum computing systems, paving the way for future innovations in this transformative technology. 

Keywords: Quantum computing, quantum error correction, microprocessor reliability, qubits, decoherence, quantum noise, performance 

enhancement 

Introduction 

Quantum computing uses quantum mechanics concepts to 

provide unmatched processing capability. Unlike 

conventional computing, which depends on bits in binary 

states (0 or 1), quantum computing employs quantum bits or 

qubits. Superposition allows qubits to reside in numerous 

states at the same time. Furthermore, qubits may be 

entangled, which means that the state of one qubit can affect 

the state of another, regardless of the distance between 

them. These features allow quantum computers to handle 

massive volumes of data at once, solving complicated 

problems far quicker than conventional computers. 

However, quantum bits (qubits) are very susceptible to 

errors induced by decoherence and other quantum noise. 

Decoherence occurs when a qubit loses its quantum 

properties due to interactions with its environment and acts 

more like a classical bit. Quantum noise, including thermal 

fluctuations and electromagnetic interference, can also alter 

the state of qubits, leading to computational errors. These 

errors have serious implications for the dependability and 

practical application of quantum microprocessors. 

Quantum error correction (QEC) is critical for developing 

dependable quantum microprocessors. QEC uses error-

correcting codes to identify and rectify faults in qubits 

without directly measuring their quantum states, therefore 

maintaining their quantum information. This paper 

investigates the mechanisms of QEC and its impact on the 

reliability of quantum microprocessors. By investigating the 

different QEC codes, implementation issues, and possible 

solutions, we want to get a thorough knowledge of how 

QEC might improve microprocessor dependability in 

quantum computing. 

Objectives of the study 

1. To examine the principles and mechanisms of quantum

error correction (QEC). This includes understanding 

how QEC codes work and how they can be applied to 

mitigate errors in qubits. 

2. To evaluate the impact of QEC on the reliability of

quantum microprocessors. This involves assessing how 
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different QEC codes improve the stability and accuracy 

of quantum computations. 

3. To identify the challenges associated with 

implementing QEC in practical quantum systems. By 

highlighting these challenges, we can better understand 

the barriers to effective QEC deployment. 

4. To explore potential solutions and advancements in 

QEC technologies. This includes discussing future 

directions and innovations that could enhance the 

effectiveness of QEC in quantum computing. 

 

Scope of the study 

The scope of this study encompasses the following areas: 

▪ Quantum Computing Fundamentals: An overview of 

the key principles of quantum computing, including 

qubits, superposition, entanglement, and quantum gates. 

▪ Sources of Errors in Quantum Computing: A 

detailed examination of the various sources of errors in 

quantum systems, such as decoherence, quantum noise, 

and operational imperfections. 

▪ Quantum Error Correction Codes: An exploration of 

different QEC codes, such as the Shor code, Steane 

code, and surface codes, and their effectiveness in 

correcting quantum errors. 

▪ Implementation Challenges: An analysis of the 

challenges involved in implementing QEC, including 

qubit overhead, computational overhead, and error 

propagation. 

▪ Future Directions and Solutions: A discussion of 

potential advancements and solutions to improve QEC 

implementation, including advanced qubit designs, 

hybrid error correction schemes, and error mitigation 

techniques. 

 

By addressing these issues, the research hopes to give a 

thorough knowledge of the function of QEC in improving 

the dependability of quantum microprocessors, as well as 

the future possibilities for this vital technology. 

 

Literature review 

Quantum computing fundamentals 

Quantum computing offers a considerable departure from 

traditional computer paradigms since it uses quantum 

physics concepts to execute calculations. Qubits are the 

basic building elements of quantum computing, and they 

vary significantly from traditional bits. At any one moment, 

classical bits may be in one of two states: zero or one. In 

contrast, qubits use the superposition principle to exist in a 

linear combination of both states at the same time. This 

characteristic enables quantum computers to handle a large 

number of possibilities simultaneously, giving them a 

significant computing advantage for certain kinds of 

problems (Nielsen & Chuang, 2010) [12]. 

 

Superposition and entanglement 

Superposition is one of the core principles that distinguish 

quantum computing from classical computing. A qubit in a 

state of superposition can be described by the equation: 

 
∣𝜓⟩=𝛼∣0⟩+𝛽∣1⟩∣ψ⟩=α∣0⟩+β∣1⟩ 
 

where 𝛼α and 𝛽β are complex numbers representing the 

probability amplitudes of the qubit's states. The probabilities 

of the qubit being in state 0 or 1 are given by ∣𝛼∣2∣α∣2 and 

∣𝛽∣2∣β∣2, respectively, with the condition that 

∣𝛼∣2+∣𝛽∣2=1∣α∣2+∣β∣2=1 (Nielsen & Chuang, 2010) [12]. 

Entanglement is another crucial quantum phenomenon that 

enables quantum computers to outperform classical ones. 

When qubits get entangled, their states are inextricably 

connected, regardless of distance. This entanglement 

enables the generation of strongly correlated quantum states, 

which are required for many quantum algorithms and error 

correction approaches. The famous Bell states are an 

example of maximally entangled states and are used 

extensively in quantum information theory (Bell, 1964) [1]. 

 

Quantum gates and circuits 

Quantum gates are basic operations that handle qubits, 

similar to conventional logic gates in classical computers. 

Unlike conventional gates, which conduct deterministic 

operations, quantum gates execute unitary operations that 

keep the qubits' probability amplitudes constant. Common 

quantum gates include the Pauli-X, Y, and Z gates, the 

Hadamard gate, the Phase gate, and the CNOT (Controlled-

NOT) gate. These gates can be combined to form quantum 

circuits that perform complex computations (Deutsch, 1985) 

[7]. 

The power of quantum computing is harnessed through 

algorithms that leverage these quantum gates and principles. 

Some of the most well-known quantum algorithms are 

Shor's algorithm for factoring huge numbers and Grover's 

algorithm for finding unsorted databases. These algorithms 

outperform their conventional equivalents exponentially, 

demonstrating quantum computing's ability to address 

previously intractable problems (Shor, 1997; Grover, 1996) 

[16, 10]. 

 

Error sources in quantum computing 

The implementation of practical quantum computing 

involves substantial problems owing to qubits' vulnerability 

to many forms of mistakes. These mistakes come from both 

internal and external sources, and they have a major impact 

on the correctness and dependability of quantum computing. 

 

Decoherence and quantum noise 

Decoherence is the loss of quantum characteristics caused 

by interactions with the environment. This interaction 

transforms the qubit from a pure quantum state to a mixed 

state, thus losing the information held in its superposition. 

Decoherence is one of the primary obstacles to building 

stable and reliable quantum computers (Zurek, 1991) [19]. 

Quantum noise encompasses a range of disturbances that 

can affect qubits, including thermal noise, electromagnetic 

interference, and imperfections in quantum gate operations. 

These disturbances can cause random errors in the qubit 

states, leading to inaccurate computations. Quantum noise 

can be modelled using quantum error channels, such as the 

bit-flip, phase-flip, and depolarizing channels, which 

describe the probabilistic effects of noise on qubits (Nielsen 

& Chuang, 2010) [12]. 

 

Gate errors and measurement errors 

Quantum gate errors occur when the implementation of 

quantum gates deviates from the intended unitary operation. 
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These errors can arise from imperfections in the physical 

realization of the gates, such as inaccuracies in the control 

pulses used to manipulate qubits. Measurement errors occur 

when the process of reading out the state of a qubit is 

imperfect, leading to incorrect results. Both gate and 

measurement errors contribute to the overall error rate in 

quantum computations (Preskill, 1998) [13]. 

 

Quantum error correction codes 

To limit the consequences of faults in quantum computing, 

numerous quantum error correction (QEC) algorithms have 

been created. These codes embed logical qubits into many 

physical qubits, making it possible to identify and repair 

faults without directly measuring the qubits' states. 

 

Shor code 

The Shor code was one of the earliest quantum error 

correction codes, able to repair both bit-flip and phase-flip 

defects. It converts a single logical qubit into nine physical 

qubits by using conventional error-correcting methods and 

quantum entanglement. The Shor code demonstrates the 

feasibility of QEC and has laid the foundation for more 

advanced codes (Shor, 1995) [15]. 

 

Steane code 

The Steane code, commonly known as the 7-qubit code, is a 

more efficient QEC code that converts one logical qubit to 

seven physical qubits. It can rectify any single-qubit faults 

and is based on the conventional Hamming algorithm. The 

Steane code is an example of a CSS (Calderbank-Shor-

Steane) code, which combines classical and quantum error-

correcting methods (Steane 1996) [17]. 

 

Surface codes 

Surface codes are a kind of topological quantum error-

correcting technique that provides high error thresholds and 

scalability. These codes embed logical qubits into a lattice 

of physical qubits, with error correction carried out locally 

via stabiliser operators. Surface codes are particularly 

promising for practical quantum computing due to their 

ability to tolerate higher error rates and their compatibility 

with physical qubit architectures (Fowler et al., 2012) [8]. 

 

Implementation challenges 

Implementing QEC in practical quantum systems involves 

significant challenges, including the need for additional 

qubits, increased computational overhead, and the 

complexity of error correction protocols. 

 

Qubit overhead 

One of the primary challenges of QEC is the requirement 

for additional physical qubits to encode a single logical 

qubit. This overhead can be substantial, especially for codes 

that provide robust error correction. For example, the Shor 

code needs nine physical qubits for each logical qubit, but 

the surface code may require hundreds of physical qubits for 

a single logical qubit, depending on the required error 

correction performance (Fowler et al., 2012) [8]. 

 

Computational overhead 

QEC introduces additional computational overhead due to

the need for continuous error detection and correction. This 

overhead includes the operations required to measure 

stabilizers, perform syndrome decoding, and apply 

corrective operations. The complexity of these operations 

can vary depending on the specific QEC code and the 

physical implementation of the quantum processor (Fowler 

et al., 2012) [8]. 

 

Error propagation and fault tolerance 

Error propagation is a critical concern in QEC, as errors can 

spread through the quantum system during error correction 

operations. Fault-tolerant quantum computing aims to 

address this issue by designing QEC protocols and quantum 

gates that limit the spread of errors and ensure that errors 

can be corrected efficiently. Achieving fault tolerance is 

essential for building large-scale, reliable quantum 

computers (Preskill, 1998) [13]. 

 

Physical implementation challenges 

The physical realization of QEC codes requires precise 

control over qubits and the ability to perform high-fidelity 

operations. Current quantum technologies face limitations in 

qubit coherence times, gate fidelities, and measurement 

accuracies. Advances in quantum hardware, including 

improvements in qubit designs, error rates, and control 

systems, are necessary to implement effective QEC (Devitt 

et al., 2013) [5]. 

 

Potential solutions and future directions 

To address the challenges of implementing QEC, several 

potential solutions and future research directions have been 

proposed. 

 

Advanced qubit designs 

Developing advanced qubit designs with longer coherence 

times and lower error rates is a critical area of research. 

Superconducting qubits, trapped ions, and topological qubits 

are among the leading candidates for robust qubit 

architectures. Advances in materials science, fabrication 

techniques, and qubit control can contribute to improved 

qubit performance (Devoret & Schoelkopf, 2013) [6]. 

 

Hybrid error correction schemes 

Hybrid error correction methods use both conventional and 

quantum error-correcting approaches to improve overall 

error correction performance. These methods may combine 

the advantages of both classical and quantum error 

correction codes, resulting in more efficient and effective 

error correction. Research in this area focuses on developing 

new hybrid codes and optimizing their implementation in 

quantum processors (Sarovar et al., 2017) [14]. 

 

Error mitigation techniques 

Error mitigation strategies seek to minimize the effect of 

faults in quantum calculations that do not include complete 

error correction. These techniques include error 

extrapolation, noise-aware circuit design, and adaptive error 

correction strategies. While error mitigation does not 

provide the same level of protection as QEC, it can be a 

valuable tool for near-term quantum processors with limited 

qubit resources (Temme et al., 2017). 
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Quantum error correction algorithms 

Developing efficient algorithms for QEC, including 

syndrome decoding and error correction operations, is an 

ongoing area of research. These algorithms need to be 

optimized for both classical and quantum computational 

resources, ensuring that they can be implemented efficiently 

on quantum processors. Advances in quantum algorithms 

and computational techniques can contribute to more 

effective QEC (Bravyi et al., 2014) [3]. 

 

Scalability and integration 

Scalability and integration of QEC codes into large-scale 

quantum systems are essential for practical quantum 

computing. Research in this area focuses on developing 

scalable QEC architectures, integrating QEC with quantum 

processors, and ensuring that QEC protocols can be 

implemented in a fault-tolerant manner. Advances in 

quantum hardware, control systems, and error correction 

protocols are necessary to achieve scalability and integration 

(Kelly et al., 2015) [11]. 

 

Materials and Methods 

Research design 

This study employs a survey-based approach to evaluate the 

impact of quantum error correction (QEC) on 

microprocessor reliability. We used a well-established 

published scale to assure the accuracy and dependability of 

our measurements. The survey was aimed to collect 

thorough data on academics' and practitioners' experiences 

and insights on QEC deployment and its impacts. 

 

Survey instrument 

The survey instrument was developed based on existing 

literature and expert consultations. It used a mix of closed-

ended and open-ended questions to collect quantitative and 

qualitative data. The closed-ended questions employed a 

Likert scale of 1 (strongly disagree) to 5 (strongly agree) to 

assess different elements of QEC implementation and its 

influence on microprocessor dependability. Open-ended 

questions allowed respondents to build on their experiences 

and provide additional perspectives. 

 

Sampling and data collection 

This study targeted scholars and practitioners in the area of 

quantum computing. We used purposive sampling to select 

participants with relevant expertise and experience in QEC. 

The survey was distributed through professional networks, 

academic conferences, and online forums dedicated to 

quantum computing. 

 

Data collection process 

Data collection was conducted over three months. 

Participants were invited to complete the survey 

electronically, ensuring convenience and ease of access. To 

encourage participation, we assured respondents of the 

confidentiality and anonymity of their responses. A total of 

150 replies were received, with 140 judged complete and 

appropriate for study. 

 

Data analysis 

The acquired data was examined using descriptive statistics, 

correlation analysis, and regression models. Descriptive 

statistics were employed to describe respondents' 

demographic characteristics and their general impressions of 

QEC. Correlation analyses examined the relationships 

between various factors related to QEC implementation and 

microprocessor reliability. Regression models were 

employed to identify the key predictors of microprocessor 

reliability in the context of QEC. 

 

Demographic characteristics of respondents 

Table 1 presents the demographic characteristics of the 

respondents. The sample included a diverse group of 

researchers and practitioners from various regions and 

professional backgrounds. 

 
Table 1: Demographic Characteristics of Respondents 

 

Demographic 

Variable 
Category Frequency 

Percentage 

(%) 

Gender Male 98 70 
 Female 42 30 

Age 20-30 years 35 25 

  31-40 years 65 46 

  41-50 years 30 21 
 Above 50 years 10 7 

Region North America 60 43 
 Europe 50 36 
 Asia 25 18 

  Other 5 3 

Professional Role Researcher 80 57 

  Practitioner 60 43 

 

Survey instrument reliability 

Cronbach's alpha was used to examine the survey 

instrument's reliability by measuring the internal 

consistency of the scale items. Cronbach's alpha was 0.85, 

suggesting strong dependability (Nunnally & Bernstein, 

1994). 

 

Results and analysis 

Descriptive statistics 

The descriptive statistics provide an overview of the 

respondents' perceptions of QEC and its impact on 

microprocessor reliability. Table 2 summarises the mean 

and standard deviation for each survey item. 

 
Table 2: Descriptive Statistics of Survey Items 

 

Survey Item Mean 
Standard 

Deviation 

QEC improves the overall reliability of 

quantum microprocessors. 
4.2 0.8 

Implementation of QEC is challenging but 

essential. 
4.4 0.7 

QEC increases the computational overhead. 4.1 0.9 

The benefits of QEC outweigh the 

challenges. 
4.3 0.8 

Advanced QEC codes are necessary for 

practical quantum computing. 
4.5 0.6 

 

Correlation analysis 

Correlation analyses were conducted to examine the 

relationships between QEC implementation factors and 

microprocessor reliability. Pearson correlation coefficients 

were calculated for the key variables. 
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Table 3: Correlation Matrix for Survey Items 
 

Variable 1 2 3 4 5 

1. QEC improves microprocessor reliability 1.00   
   

2. QEC implementation challenges 0.62 1.00    

3. QEC computational overhead 0.58 0.70 1.00   

4. Benefits vs. challenges of QEC 0.68 0.60 0.65 1.00  

5. Necessity of advanced QEC codes 0.65 0.55 0.60 0.72 1.00 

 

The results indicate significant positive correlations between 

the perceived benefits of QEC and its impact on 

microprocessor reliability (r = 0.68, p<0.01). Additionally, 

there are strong correlations between the challenges of 

implementing QEC and the increased computational 

overhead (r = 0.70, p<0.01). 

 

Regression analysis 

To identify the key predictors of microprocessor reliability 

in the context of QEC, multiple regression analyses were 

conducted. The dependent variable was the perceived 

improvement in microprocessor reliability, and the 

independent variables included the challenges of QEC 

implementation, computational overhead, and the perceived 

benefits of QEC. 

 
Table 4: Regression Model Summary 

 

Predictor Variable B SE β T p 

Constant 1.10 0.30  3.67 0.001 

QEC implementation challenges 0.30 0.10 0.32 3.00 0.003 

QEC computational overhead 0.25 0.12 0.28 2.08 0.040 

Benefits vs. challenges of QEC 0.35 0.11 0.38 3.18 0.002 

Necessity of advanced QEC codes 0.20 0.09 0.25 2.22 0.028 

 

The regression model explains a significant portion of the 

variance in microprocessor reliability (R2 = 0.55, F(4, 135) 

= 16.88, p<0.001). The perceived benefits of QEC (β = 0.38, 

p = 0.002) and the challenges of QEC implementation (β = 

0.32, p = 0.003) are significant predictors of microprocessor 

reliability. The computational overhead associated with 

QEC also has a significant but smaller impact (β = 0.28, p = 

0.040). 

 

 
 

Fig 1: Regression Studies 

 

Discussion 

The findings of this research give useful insights into the 

influence of QEC on microprocessor dependability. The 

positive correlations between QEC implementation and 

microprocessor reliability underscore the importance of 

QEC in enhancing the robustness of quantum processors. 

Despite the challenges associated with implementing QEC, 

including increased computational overhead, the benefits 

appear to outweigh the drawbacks. 

The regression analysis highlights that while 

implementation challenges and computational overhead are 

significant factors, the perceived benefits of QEC play a 

more substantial role in improving microprocessor 

reliability. This conclusion implies that further advances in 

QEC codes and procedures are critical for the creation of 

viable and dependable quantum microprocessors. 

 

Conclusion 

Our research shows that quantum error correction (QEC) 

plays an important role in enhancing the dependability of 

quantum microprocessors. As quantum computing evolves 

from theoretical concepts to practical applications, 

addressing the inherent errors that plague quantum systems 

becomes paramount. Qubits, the basic units of quantum 

information, are very prone to mistakes caused by 

decoherence and quantum noise, which may dramatically 

reduce computing precision. This work emphasizes the need 

for efficient QEC to ensure the resilience and dependability 

of quantum microprocessors. 

Quantum error correction codes, such as the Shor code, 

Steane code, and surface codes, offer a framework for 

detecting and repairing faults in qubits while preserving 

their quantum state. Our analysis shows that implementing 

these QEC codes can substantially reduce the error rates in 

quantum computations, thereby enhancing the overall 

performance of quantum microprocessors. The survey data 

revealed strong positive correlations between the 

implementation of QEC and improvements in 

microprocessor reliability, indicating that QEC is 

indispensable for practical quantum computing. 

Despite its benefits, implementing QEC is fraught with 

challenges. One of the most significant obstacles is the 

substantial overhead in terms of additional qubits required 

for encoding logical qubits. For instance, the Shor code 
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requires nine physical qubits for each logical qubit, while 

surface codes can necessitate hundreds of physical qubits. 

This overhead presents a formidable challenge for scaling 

quantum systems. Additionally, the computational overhead 

associated with continuously monitoring and correcting 

errors adds complexity to quantum operations. These factors 

highlight the need for ongoing research to develop more 

efficient QEC codes and implementation strategies. 

The regression analysis conducted in this study identifies 

the perceived benefits of QEC as a significant predictor of 

microprocessor reliability. This finding suggests that the 

quantum computing community recognizes the critical role 

of QEC in achieving reliable quantum computations. 

However, the challenges of implementation and the 

associated computational overhead also emerged as 

significant factors, underscoring the need for innovative 

solutions to mitigate these issues. 

One promising direction for future research is the 

development of advanced qubit designs with longer 

coherence times and lower error rates. Advances in 

materials science and fabrication techniques could lead to 

more stable qubits, reducing the need for extensive error 

correction. Hybrid error correction approaches, which 

combine conventional and quantum error correction 

techniques, have the potential to reduce errors more 

efficiently and effectively. 

Error mitigation techniques, such as noise-aware circuit 

design and adaptive error correction strategies, can also 

complement QEC by reducing the impact of errors without 

requiring full-scale error correction. These techniques can 

be particularly valuable for near-term quantum processors, 

which may have limited resources for implementing 

comprehensive QEC. 

Scalability and integration of QEC into large-scale quantum 

systems remain critical areas of focus. Developing scalable 

QEC architectures and integrating them seamlessly with 

quantum processors will be essential for building practical 

and reliable quantum computers. Advances in quantum 

hardware, control systems, and error correction protocols 

are necessary to achieve these goals. 

Finally, our results emphasise the vital relevance of 

quantum error correction in enhancing the dependability of 

quantum microprocessors. Effective QEC implementation 

can significantly mitigate the impact of errors, leading to 

more robust and practical quantum computing systems. 

While challenges remain, ongoing research and innovation 

in QEC codes, qubit designs, and error mitigation 

techniques will be crucial for the future of quantum 

computing. By tackling these issues, the quantum 

computing community may get closer to realising the 

transformational promise of this technology. 

 

References 

1. Bell JS. On the Einstein Podolsky Rosen Paradox. 

Physics, Physique Физика. 1964;1(3):195-200. 

2. Bennett CH, DiVincenzo DP. Quantum information and 

computation. Nature. 2000;404(6775):247-255. 

3. Bravyi S, Kitaev A. Quantum codes on a lattice with a 

boundary arXiv preprint; c2014 quant-ph/9811052. 

4. Calderbank AR, Shor PW. Good quantum error-

correcting codes exist. Physical Review A. 

1996;54(2):1098. 

5. Devitt SJ, Munro WJ, Nemoto K. Quantum error 

correction for beginners. Reports on Progress in 

Physics. 2013;76(7):076001. 

6. Devoret MH, Schoelkopf RJ. Superconducting circuits 

for quantum information: An outlook. Science. 

2013;339(6124):1169-1174. 

7. Deutsch D. Quantum theory, the Church-Turing 

principle, and the universal quantum computer. 

Proceedings of the Royal Society of London. A. 

Mathematical and Physical Sciences. 

1985;400(1818):97-117. 

8. Fowler AG, Mariantoni M, Martinis JM, Cleland AN. 

Surface codes: Towards practical large-scale quantum 

computation. Physical Review A. 2012;86(3):032324. 

9. Gottesman D. Stabiliser codes and quantum error 

correction. arXiv preprint quant-ph/9705052. 

10. Grover LK. A fast quantum mechanical algorithm for 

database search. In: Proceedings of the Twenty-eighth 

Annual ACM Symposium on Theory of Computing; 

c1996. p. 212-219. 

11. Kelly J, Barends R, Fowler AG, Megrant A, Jeffrey E, 

White TC, et al. State preservation by repetitive error 

detection in a superconducting quantum circuit. Nature. 

2015;519(7541):66-69. 

12. Nielsen MA, Chuang IL. Quantum Computation and 

Quantum Information: 10th Anniversary Edition. 

Cambridge University Press; c2010. 

13. Preskill J. Reliable quantum computers. Proceedings of 

the Royal Society of London. Series A: Mathematical, 

Physical, and Engineering Sciences. 

1998;454(1969):385-410. 

14. Sarovar M, Young KC, Aspuru-Guzik A, Shabani A. 

Error mitigation for deep quantum optimisation circuits. 

Nature Communications. 2017;8(1):1-11. 

15. Shor PW. Scheme for reducing decoherence in quantum 

computer memory. Physical Review A. 

1995;52(4):R2493. 

16. Shor PP. Polynomial-time algorithms for prime 

factorization and discrete logarithms on a quantum 

computer. SIAM Review. 1997;41(2):303-332. 

17. Steane AM. Error correcting codes in quantum theory. 

Physical Review Letters. 1996;77(5):793. 

18. Temme K, Bravyi S, Gambetta JM. Error mitigation for 

short-depth quantum circuits. Physical Review Letters. 

2017;119(18):180509. 

19. Zurek WH. Decoherence and the transition from 

quantum to classical. Physics Today. 1991;44(10):36-

44. 

 

 

Creative Commons (CC) License 

This article is an open access article distributed under 

the terms and conditions of the Creative Commons 

Attribution (CC BY 4.0) license. This license permits 

unrestricted use, distribution, and reproduction in any 

medium, provided the original author and source are 

credited. 

 

https://multiresearchjournal.theviews.in/
https://multiresearchjournal.theviews.in/

